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nswivnlususasdidnunsaiindiiun@iana (Add to Trusted Certificate)
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1. Dalwd POF 7ildasanaduidsta (Digital Signature)

2. lunsalflususesdiannseding (Digital Certificate) fieynn wseTudona1nin “At least one

signature has problems.”

& At least one signature has problems. |

a o < 1 a a . .
3. AANYIANBLEU LaIAANYIYN Signature Properties..

£ Signature validity i1s UNKNOWN.

- The document has not been modified since this signature was applied.

- The signer's identity was valid when it was issued, but no revocation checks could be
made to validate the identity at this time.

“ Signature Properties... ]l Close

4. eanyu Show Signer’s Certificate..

Signature Properties X

,ﬂ Signature validity is UNKNOWN.

I - Signing Time: 2023/09/26 18:17:19 +07'00"

Source of Trust obtained from manually imported trusted identity.

Validity Summary
The document has not been modified since this signature was applied.

The certifier has specified that Form Fill-in, Signing and Commenting are
allowed for this document. No other changes are permitted.

The signer’s identity was valid when it was issued, but no revocation checks
could be made to validate the identity at this time.

Signing time is from the clock on the signer's computer.
Signature was validated as of the signing time:

2023/09/26 18:17:19 +07°00°

Signer Info

The path from the signer's certificate to an issuer's certificate was successfully
built.

Revocation checks could not be done, possibly because you are not currently
connected to a network.

[ Show Signer's Certificate... ]l

Advanced Properties... Validate Signature Close
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5. AANTILOUAAY Trust udIAAnUs Add to Trusted Certificate..

| Certificate Viewer X

This dialog allows you to view the details of a certificate and its entire issuance chain. The details correspond to
the selected entry. Multiple issuance chains are being displayed because none of the chains were issued by a
trust anchor.

Show all certification paths found

iresuan University Certificatior]  Summary Details Revocation Trust  Policies Legal Notice

Source of Trust obtained from manually imported trusted identity.
Trust Settings
This certificate is trusted to:
cf Sign documents or data
Certify documents

Execute dynamic content that is embedded in a certified

&
&
document
&
&

Execute high privilege JavaScripts that are embedded in a
certified document

Perform pri system ing, printing,
file access, etc)

| Add to Trusted Certificates. |

@ The selected certificate path is valid

The path validation and revocation checks were done as of the signing time:
2023/09/26 18:17:19 +07'00"
Validation Model: Shell

OK

6. wmpaniivu OK
Acrobat Security X

If you change the trust settings, you will need to revalidate any signatures to see the
change.

By directly trusting the signer's identity you are overriding all inherited trust settings. Are
you sure you want to do this?

Cancel




7. adnsaden v muaw 9ntunandilu OK

Import Contact Settings X
|

|
Certificate Details

Subject: H Nl
Issuer:  Naresuan University Certification Authority

Usage: Digital Signature, Encrypt Keys

Expiration: 5/10/2567 16:16:08
Trust
A certificate used to sign a document must either be designated as a trust anchor ar

chain up to a trust anchor in order for signature validation to succeed. Revocation
checking is not performed on or above a trust anchor.

B8 Use this certificate as a trusted root

If signature validation succeeds, trust this certificate for:

Signed documents or data

@ Certified documents

B Dynamic content
[Thanawat Punkhetnakor (Thanawat

B Embedded high privilege JavaScript

a Privileged system operations (networking, printing, file access,
etc)

8. wamANTIYL OK

Certificate Viewer X
This dialog allows you to view the details of a certificate and its entire issuance chain. The details correspond to
the selected entry. Multiple issuance chains are being displayed because none of the chains were issued by a
trust anchor.

Show all certification paths found
wresuan University Certificatior.  Summary Details Revocation Trust  Policies Legal Notice
| THANAWAT PUNKHETNAKOI
| Source of Trust obtained from manually imported trusted identity.
Trust Settings
This certificate is trusted to:
- Sign documents or data
- Certify documents
"  Execute dynamic content that is embedded in a certified
document
&  Execute high privilege JavaScripts that are embedded in a
certified document
«  Perform privil system { ing, printing,
file access, etc)
Add to Trusted Certificates.
—
@ The selected certificate path is valid.
The path validation and revocation checks were done as of the signing time:
2023/09/26 18:17:19 +07'00
Validation Model: Shell




10.

udInaNIYY Close
Signature Properties

L Signature validity is UNKNOWN.

Signing Time: 2023/09/26 18:17:19 +07°00

Source of Trust obtained from manually imported trusted identity.

Validity Summary
The document has not been modified since this signature was applied.

The certifier has specified that Form Fill-in, Signing and Commenting are
allowed for this document. No other changes are permitted.

The signer's identity was valid when it was issued, but no revocation checks
could be made to validate the identity at this time.

Signing time is from the clock on the signer's computer.
Signature was validated as of the signing time:
2023/09/26 18:17:19 +07'00°

Signer Info

The path from the signer's certificate to an issuer's certificate was successfully
built.

Revocation checks could not be done, possibly because you are not currently
connected to a network.

Show Signer's Certificate... l

Advanced Properties... Validate Signature
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